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1 WELCOME

IPCAM is an integrated wireless IP Camera solution. It combines a high quality digital video
Camera with network connectivity and a powerful web server to bring clear to your desktop from
anywhere on your local network or over the Internet.

The basic function of IPCAM is transmitting remote video on the IP network. The high quality
video image can be transmitted with 30fps speed on the LAN/WAN by using MJPEG hardware
compression technology.

The IPCAM is based on the TCP/IP standard. There is a WEB server inside which could support
Internet Explore. Therefore the management and maintenance of your device become more
simply by using network to achieve the remote configuration, start-up and upgrade firmware.
You can use this IPCAM to monitor some special places such as your home and your office. Also
controlling the IPCAM and managing image are simple by clicking the website through the
network.

1.1 Features

e Powerful high-speed video protocol processor

e High Definition Color CMOS Sensor

e 300K Pixels

¢ IR night vision (03 Range:10m; 04 Range:20m; 05 Range:30m;)

e Optimized MJPEG video compression for transmission

e Multi-level users’ management and passwords definition

e Embedded Web Server for users to visit by IE

e Wi-Fi compliant with wireless standards IEEE 802.11b/g

e Supporting Dynamic IP (DDNS) and UPnP LAN and Internet (ADSL,Cable Modem)
e Giving alarm in cause of motion detection

e Supporting image snapshot

e Support multiple network protocols: HTTP/TCP/IP/UDP/STMP/DDNS/SNTP/DHCP/FTP
e Support WEP/WPA/WPA2 encryption

e Support Daylight Saving Time

e Support MSN

e Support Gmail

Shenzhen Foscam Intelligent Technology Co., Ltd 2
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1.2 Packing List

Untie the pack and check the items contained against the following list:
e IPCAMx1

e Wi-Fi Antennax1 (only available for wireless model)

e DC Power Supplyx1

e Quick Installation Guidex1

e CDx1 (Include IPCAM user manual. IP camera tool)

e Network Cablex1

e Mounting bracketx1(option)

NOTE: Please Contact us immediately in the case of any damaged or short of contents.

1.3 Product views

1.3.1 Front View

- Antenna

Led Light

FIB903W FIES04W FIBSOSW

Figure 1.1
Infrared LED: 18IR LEDs(model 03)/24 IR LEDs (model 04)/60 IR LEDs (model 05)
LENS: CMOS sensor with fixed focus lens
WIFI Antenna: Wireless Antenna

1.3.2 Back View

Shenzhen Foscam Intelligent Technology Co., Ltd
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L

BakaRon DL EDwERacl DC{SV Rowerlack Baliphart DC 5¢ Power Jack  RJ45 Port
F18903W
F18904W F18905W
Figure 1.2

LAN: RJ-45/10-100 Base T

Power: DC 5V/2A Power supply
RESET BUTTON:Press and hold down the RESET BUTTON for 5 seconds. Release the power
button and IP camera will be reset back to the factory default parameter.

1.3.3 Bottom View

There are three stickers at the bottom of the camera; it is the important feature of original
Foscam cameras. If your camera does not have these three stickers, it may be a clone one.
Clone Foscam cameras could not use original firmware and obtain our good after service.

—5/MN of FOSCAM

MAC address of
wired connection

___MAC address of wireless
connection

FI8903W

AL ol |III:IIF"5'50T wireless

CieC

mindction

:

F18904W

C milress of wired

of FOSCAM

pf wireless

F18905W

Figure 1.3

1.4 Preparations before use

1.4.1 Software installation

(1) Put the small CD in the CD driver of your computer. Open the CD; find the software as

instruction;

Shenzhen Foscam Intelligent Technology Co., Ltd
Tel: 86 755 2674 5668 Fax: 86 755 2674 5168




WWW.FOSCAM.COM FI8903W /FI8904W/ FI8905W User Manual

(2) Double click IPCamSetup.exe and install the software as instruction.

¥Yelcome

X

Welcome o the IP Camera Setup program. This prograrm will install 1P
Cammera on your complter,

It iz strongly recommended that vou exit all \Windows programs before
Tunning thiz S etup program.

Click Cancel to quit Setup and then cloze any programs you have running.
Click Mest to continue with the Setup program.

wiARMIMG: This program i protected by coperight law and intermational
treaties.

Unauthorized reproduction or distribution of this program, or any portion af it
may rezult in severe civil and criminal penalties, and will be prozecuted to
the maximum extent pozsible under law.

Cancel

Figure 1.4
(3) Only click Next, you will complete the software installation.

Ready To Install

X

Setup now has enough information to start installing [P Camera.

Click Back to make arw changes before continuing, Click Cancel to exit
Setup.

< Back Cancel

Figure 1.5

Shenzhen Foscam Intelligent Technology Co., Ltd 5
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Finished

Setup has finizhed coping files bo vour cormputer.

Before vou can uze the program, you must restart Windows or pour
computer.

f* ‘Yz, | want to regtart my compber now,

" Mo, | will restart my computer later.

Remove any disks fraom their drives, and then click Close to complete zetup.

Figure 1.6

The computer restarts upon installation completion and an icontidsliZEmEl appears on the desktop
automatically.

NOTE: If you use Windows7 and could not find the icon on desktop after install the IP camera
tool, please check if the path of the camera port to is correct.

For example, as it was pointing to C:\Windows\System32\IPCamera.exe.
Please fix this by pointing the shortcut to the correct path C:\indows\SysWOW&64\IPCamera.exe.
After this you could use the shortcut without any problems.

CAUTION: Before installing and using the product, please read the following precautions
carefully and make sure they are fully understood.

Use only the power adapter attached with the product. Use unauthorized power adapter may
cause damage to your IP Camera. IP Camera terminal shall be installed in an indoor
environment where the rain or snow could not pour it.

1.4.2 Hardware preparation

Follow the steps below to set up your camera hardware connections. Make sure to follow each
step carefully to ensure that the camera operates properly.

(1) Fix the antenna at the back of the camera.

(2) Plug the network cable into the camera and then into your Cable/DSL router.

(3) Plug the power adapter into the camera and then into the power outlet.

Shenzhen Foscam Intelligent Technology Co., Ltd 6
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CAUTION: Make sure to only use the power adapter supplied with IPCAM. Using a

non-approved power adapter may damage the camera.

(4) The camera takes approximately 30 seconds to start up before it displays an IP address on
the IP Camera Tool (details: 2.1)

(5) When the camera is powered and network cable plugged correctly. The small green light
(network jack) will turn on and the small yellow light will flash. The network light will blink.
(about 1~2 times per second) The power light will turn on too.

2 SOFTWARE OPERATION

2.1 IP Camera Tool

When the Device has been mounted properly, you can double click the icon “IP Camera Tool”

and a dialog box as Figure 2.1 will pop up.

£ 1P Camera Tool : E=RRE ™ ™
Gicp Http://192. 168. 11. 99:8000
Anonymous Http: //192.168.11. 119
sarah Http: //192.168. 11. 197: 8085

Suhnet duesn t match, dbclick to change !

Figure 2.1
The software searches IPcam automatically over LAN.
There are 3 cases:
(1) If no Camera in LAN. After about 1 minute search, the Result Field will show “not found IP
Server” and the program shut automatically.
(2) If IP Cameras having been installed within LAN. All the IP Cameras will be listed and the
total number is displayed in the result field as shown in Figure 2.1.
(3) The IP Cameras installed within LAN do not share the same subnet with the monitoring PC.
A prompt as shown in result field (prompt: Subnet doesn’t match, dbclick to change!). Click
the left mouse button to choose the prompt and click the right mouse, choose Network
Configuration to set the IP address of the Camera to the same subnet as LAN. (Figure 2.5)
You can choose obtain IP from DHCP server or set a static IP for the camera. (Figure 2.4)

NOTE: If you could not find the camera’s IP on the IP camera tool.
Please check if DHCP is enabled in your router, or disable MAC address filter.
Make sure that firewall doesn’t block the camera.

Six Options

Choose the IP Camera list and Click right mouse button; there are six options, Basic Properties,
Network Configuration, Upgrade Firmware, Refresh Camera List, Flush Arp Buffer and About IP
Camera Tool as shown Figure 2.2.

Shenzhen Foscam Intelligent Technology Co., Ltd 7
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{3 IP Camera Tool s—— . g g = [dek

Subnet doesn’ t lat-::h dbclick to change 1

5 : //192. 168. . :
Anonymous Subnet doesn’ t Basic Properties
Anonymous Http: /f192. 168. . :
PR bt A Metwork Configuration

Upgrade Firmware

Refresh Camera List

Flush Arp Buffer

About IF Camera Tool
Figure 2.2

® Basic Properties
There are some devices’ information in the Basic Properties, such as Device ID, System
Firmware Version, and Web Ul Version. (Figure 2.3)

If there are several cameras on the list, you can choose basic properties to check the device ID
and recognize the IP address belong to which camera you set up, such as Device ID is
00606E8C5058, you can find the same MAC ID sticker at the bottom/back of the camera.

Each camera has its only MAC ID. Sometimes, if you couldn’t find the camera’s IP on the IP
Camera Tool. May be the firewall block it, you can add this MAC ID to your router and give it a
fixed IP or add the MAC ID as a trusted site. There are two MAC addresses, one is Wired MAC
and the other is WIFI MAC.

#-F Basic Properties E '
Dewice ID 000000000001
Svstem Firmware Verzionm (11.85 2. 38
Web UL Verzian 2.4.9.15
L
Figure 2.3

® Network Configuration
In this page, you can configure the Network parameters.

Shenzhen Foscam Intelligent Technology Co., Ltd 8
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g 1P Camera Tool r'_-' |l=|E] & |
Anonymous Metwork Configuration =5

Anonymous

Anonymous :

Carak ]7 Obtain IF from D}@
Anonymous IF hifrecs :

i 0 = o
Gicp
fozcamdemo Subnet Mask lo .o .0 .0
Anonymous
Anonymous Gateway lo .o .0 .0
fljj2nonymons IS Serwver ] N 1 e e |
Anonymous [ |
Http Fort 090
User 13.;];.-,111
Password J l

Figure 2.4
Obtain IP from DHCP server: If checked, the device will obtain IP from DHCP server. In other
words, the camera will have a dynamic IP. (Make sure the Router which the camera connects
has DHCP function and DHCP is enabled).

G 1P Camera Todl i it i ' l=|E] & |
Anonymous Metwork Configuration 5
Anonymous
iﬁzzﬁ:gz: [~ Obtain IP from THCF server A
Anonymous
Totep IP hddvess |19z 185 .11 100 | E
Anonymous Subnet Mask |255 255 255 . 0
Gicp -
Gateway 192 188 11 .1
foscamdemo j [ E
' DHS Server |20z 98 134 .33
| | -
Hitp Port 090 'jEI
U=zer ]admin at'
Password J I
TG | Cancel |

Figure 2.5
IP Address: Fill in the IP address assigned and make sure it is in the same subnet as your
computer or router. ( the first three sections are the same)
Subnet Mask: The default subnet mask of the equipment in our LAN is: 255.255.255.0.You can
find the subnet mask in the basic information of your router or the locally-attached of your PC.
Gateway: Make sure it is in the same subnet with PC’s IP address. Here gateway is your router’s
LAN IP.
DNS Server: IP address of ISP network provider. You can find the DNS server in your router or
check the locally-attached of your computer. Locally-attached of PC contains your PC’s IP
address, gateway and DNS server. Normally, there are two DNS servers. Here you can also set
the DNS server the same with gateway.
Http Port: The defult lan port is 80.You can set another port number, such as port 8005, 85,
8100.etc.

Shenzhen Foscam Intelligent Technology Co., Ltd 9
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User: Default administrator user name is admin
Password: Default password is blank, no password.

NOTE: If the prompt “Subnet doesn’t match, dbclick to change!” appeared, please enable DHCP
and choose obtain IP from DHCP server or set camera’s IP address and gateway once again.

® Upgrade Firmware

Enter the correct User and Password to upgrade system Firmware and Web Ul. If you upgrade
the camera, Please upgrade system firmware first and then upgrade web Ul. Or it may
damage the camera.

Please download the firmware package under the correct type of your camera before upgrade.
Follow the upgrade document in the package carefully to upgrade. Please look readme first
before you upgrade.

CAUTION: Please don’t upgrade the firmware freely. Sometimes, your camera may be damaged
if operate wrong during upgrade. If your camera works well with the current firmware, we
recommend you’d better not upgrade it.

NOTE: If you download the firmware. Please check if bytes of the two .bin file are exactly the
same with the size in readme. If it fits, you can upgrade it. If not, please download the firmware
again until the bytes are exactly the same with the official size. Otherwise, your camera would be
crashed by the firmware which loose frame.

B IP Camera Toal ) =] &

Http:/f192_168.11.100:8090

Lframeo o0 A4 A4k

Gicp Anonymous Upgrade Firmware L&J
foscamdemo
Anonymous

sarah User {admin
Anonymous
Anonymous

Fazsword |

Uplgrade system

|Upg;t'a-:le Swstem Firmware ||
firmware first

| — Tperade Web TT

1) |

Figure 2.6

® Refresh Camera List

Refresh camera list manually.

® Flush Arp Buffer

When wired and wireless of the camera both are fixed IP address. There is a problem you may
encounter is can search the camera IP but can’t open the camera webpage. You may try to use
flush Arp buffer.

® About IP Camera Tool

Choose here and you can see the version of the IP Camera Tool.

Shenzhen Foscam Intelligent Technology Co., Ltd 10
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2.2 Camera Login

You can access the camera through IP Camera Tool or IE, Firefox, Google chrome, safari or
other stand browser directly.

(1) Double click the IP address of the IP Camera listed (Figure 2.1).The browser you use will be
opened automatically and display the camera login page. (Figure 2.8)

(2) Access the camera by IE browser directly, type in the camera’s IP address. For example:

& Device(Anonymous) - Windows Inte_wtggpime

= —____

v o L@ Device(Anonymous) yil
Figure 2.7

£ httpy/192.168.11.100:8000/

Real-time |IP Camera Monitoring System

Server Push Mode (For FireFox, Google Brmeuff :

Ij.mnhl.: l i »

Case sensitive
Propose using 1024 * 768 screen resolution

Figure 2.8
The default user is admin, no password.
There are two modes to login. If you use IE browser, please choose activeX mode to login. If you
use Firefox or Google chrome, please choose server push mode to login. (Figure 2.9)

Shenzhen Foscam Intelligent Technology Co., Ltd 1
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Real-time IP Camera Monitoring System

IIErl.in;h Spanish Deutsch French Iralian  Polski fafbhP® T
|
| ActiveX Mode (For IE Browser)

User ’ admin .
\Password ’ i ) i {
T IEb h &
ogin you use |E browser,choose )
here to login ==
Server Push Mode (For FireFox, Google Browser)
/E';”g_m_ 3-\| If you use firefox,Google chrome,safari,choose

——=#" here to login

L Attention: ] |
- |

Case sensitive

Propose using 1024 * 768 screen resolution

Figure 2.9
For IE browser
Fill in user name and choose the first login.

:r-: Device(sarah) - Windews Internet Explerer

ﬁ._.v e 32000, w| B35l by | [EW L.
Fe =t View Foweiss Took Heo x W

foreeore | gz @ - CFccdnd &

| A Demezsarh R | = v cmgm - Tsbebr - ks - e
Il Mhws ooy s v s s s b Vo e g ke e B D @b -t Contre | Pl Fronn SConbe ol e e ook e el L 17 2 ou bk e s ow e sl thes acdhon aed st o oal ce .:rm.Lqu.. -

Realtime IP Camera Maonitaring System

sl

P ee
“@ e

o Do AR ez fi - Hiora -

Figure 2.10
The first time you login the Ul. You will meet activeX prompt like the picture above. (Figure 2.10)
Please click right button on the information and choose Run Add-on.

Shenzhen Foscam Intelligent Technology Co., Ltd 12
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Fie Ede  View  Faveriten Teoh  Help ¥ W -

i Favorkes | op « [Eifreahamsd g -

B2 Decrlzarh) fi - & o Pme- ey Toke
B Thoi st weasbil to reh this Nollow g sdd-on: TV FCamd Activel Contral Hedule' frem 'Cent-ol nane & not avalabls’. ¥ R kd-on 2 i wart bz allaw b nun, cick b

Fum fd-on on i Weebskes

Real-time IP Camera Monitoring System Whats the Pk
Infur wstion B Heip
[___Dovice Sianss ___|

@0 0@ @
‘@@

sl | disabied ™

Figure 2.11

You will see the picture below (Figure 2.12). Click Run and it will return to the login interface. Fill

in the user name and choose login again.
You will see living video. (Figure 2.13)

fFaverkes | g 8 - Erreenamai g] -
8 Qoo sarnh) T - B Tl v Page - Tafety + Took - -

B Thiz saberde wanks ba non the Following add-oni TV _1PCan 2 ctiwedd Conbral P, e’ brom 'Control nserss |2 nok 2valabex’, TF pou ke the webi e and e adc-om aned wenk ko2 o B E2mun, dick nere

Real-time IP Camera Monitering System
| Devicu Siuis |

Unzglachad Imternel Explorer - Securily Warning
:E.' :'Eh E.' E fi.' Dk s Mnk b o Hhis Pt conrol
"E.' -E.' EEQ? Flave DR _[PCand Active X Conk=od Module
Fublehar: Contenl nars enok svslsbls

Choose Run—{_ [_rs 1 centhm

This £ectiweld control was prevoushy sdded o your Sonpuber when you nstzled
arwther program, or v hen wdoas ses st aled. Youshoukd oaby el f o
tramt the publshar anc Hha msbaitn raquestng . Woat's tharek?

_ ForOpermior
For Admindstrator

Figure 2.12
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Real-time IP Camera Monitoring System

Device Status

1©:@:@ @@
‘@ @:@-@
| ForVisitor |

Oftip O Winer

Resolution | 540*480 v

Ilode a0 HE e
Fps Max w
Brightess () 6 | (e

Contrst (e 4|

Deefault A1

Figure 2.13

NOTE: If you could not view living video after run the activeX. Only a red cross n in the
center of the video or just a black screen. Please change another port number to try. Don’t use
port 80.Use port 85, 8005 or 8100 to try.

Make sure that firewall or antivirus software on your computer does not block the activeX. If you
could not run the activeX as the way above, please shut down the firewall or antivirus to try
again.

For Firefox, Google chrome, safari or other standard browser.

Fill in user name and choose the second login mode to login.

It may ask you for user name and password again before you login the UI.

After you enter user name, you will see Device Status of the camera.

Real-time |IP Camera Monitoring System

Device ID 000000000001

Device Firmware Version 11. 26. 2. 38
Device Embeded Web UI Version 2.4.9.15
Alias Anonymous
Alarm Status None

IDHS Status No dction
FPnFP Status No Action
M5H Status No dction

Figure 2.14

Click Live Video, you will see living video.

Shenzhen Foscam Intelligent Technology Co., Ltd 14
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Real-time IP Camera Monitoring System

Device Status

DFlip DMirror

Rezolution §40%4E0 v
Nade 50 HI b’
BrightnessQEIQ
Contrast QEIQ

refresh camera params

Snapshot

Device Management

Figure 2.15

2.3 Device Status

For IE browser

If the camera is well connected. The light of the device status will show green.

Or it will show yellow. If it shows yellow, please check if the activeX is enabled or change another
port number to try again.

Real-time |IP Camera Monitoring System

Device Status

Anonymous

@e-eee

‘@ @:@'@

For Operator

Ortp  Cidimor
Resolution | 540*4580 hd

II

Ilode 0 HZ A

Fps Mas A

Brigoes: @2 5 | @
Contrast I: Q

Drefanlt &1

For Administrator

Figure 2.16
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If you want to view device information. Choose For Administrator and then click Device info.

Real-time IP Camera Monitoring System

Device ID i |

Device Firmware Version 1125238
Device Embeded Web UI Version 24915
Alias Anonvimous
Alarm Status None
DDNS Status No Action
UPnP Status Mo Action
MSN Status No Action
Figure 2.17

For Firefox, Google chrome and safari
When you login the Ul. You will see Device Status which is same like Device Info in IE browser.
(Figure 2.14)

2.4 For Visitor

For IE browser

Real-time IP Camera Mﬂnituring System

T ;
eeeee ,
*66@@

o) ofH o8 ‘ , r

oo - || the times A
[ eI you vyagt ti adcdimestanp,

record offe here | )
ﬁbééé 1 cont e *.‘; I _---\h-
0 0 0 \
46 05

For Oparator
“'.v“
Figure 2.18
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Multi-device window: The firmware inside the camera supports max 9 cameras monitoring at
the same time. You can add the other cameras in multi-device settings.

OSD: OSD is used to add timestamp on the video. There are five colors for the characters.

Add timestamp on record: If you wan to add timestamp on record, choose the checkbox.

@: When you enable motion alarm, camera will record automatically and store the recording
file to the folder you set. This icon is used to control the folder pop-up automatically or not.

@: When you click the icon, the camera video will play.
@: this icon is control camera stop.
@: Click this icon to snap the picture.

@: Click the record icon. The camera will begin recording and store the .avi file to the folder you

set. (Figure 3.3) Click again it will stop.
For Firefox, Google chrome and safari
You will see the picture like Figure 2.14 when you login the camera as visitor.

2.5 For Operator

For IE browser
Click for operator. You will see the following picture. (Figure 2.19)

Real-time IP Camera Monitoring System

Anoryrnous

19:@:@@-@
‘@ ©:@@

[CFip  [C]ndiror

[escltion 5407480 +] There are two resolution 640*480 and 320*240
Tlode 50 HE -

Fos ax < IRefault fps is 20
Brightness Q (] G

Contrast Q 4 Q
Diefault &11

For Administrator

Figure 2.19
Flip & Mirror: You can choose flip or mirror if you set up the camera in a special position.
Mode: There are three modes. (50HZ, 60HZ and outdoor)
Brightness and Contrast are also used to adjust the quality of the video.
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For Firefox, Google chrome and safari

Click Live Video. You can see the difference from IE and Firefox.

In IE, there is a button for default all the settings. In Firefox, the snapshot button is under for
operator. Add the other two function; refresh video and refresh parameters. (Figure 2.20)

Real-time IP Camera Monitoring System

Device Status

D Flip I:lMirror

Rezolution G40+480 ¥
Made 50 HZ v
BrightnessQEIQ
Contrast QEIQ

refresh camera params

Snapshot

Device Management

Figure 2.20
2.6 For Administrator

For IE browser
Click For Administrator. You will see the Device Status.
It contains device ID, firmware version of the camera and other status of the camera.
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Real-time IP Camera Monitoring System

[Device Info

5

Device ID 000000000001
Device Firmware Version 1125238

Device Embeded Web Ul Version 24015

A Anenymovs
Aarm Staws None
PP Settings [MEEISINTR o Action

IDDNS Service Settings - .
. o . UPnP Status No Action
[Mail Service Settings

MSN Stamus No Action
[FTP Service Settings

[Restore Factory Setting

log |

Figure 2.21
For Firefox, Google chrome and safari
Click Device Management and you will enter the settings page for administrator.

Real-time IP Camera Monitoring System

Alia= |An0nym0us |

Device Status
Live Video
Device Managemen

t

Alias Settings | Submit | | Refresh |

Uzers Settings

ireless Lan Settings

ADSL Settings

UPnP Settings

MSN Settings

Alarm Service Settings

Reboot Device

Date&Time Settings

Basic Network Settings
DDNS Service Settings

Mail Service Settings

FTP Service Setlings
Upgrade Device Firmware
Backup & Restore Settings
Restore Factory Settings

Figure 2.22
We can see the difference from Figure 2.21 and Figure 2.22.
Figure 2.22 has the three following options that Figure 2.21 does not have.
Device Info: In fact. Click Device Status when you use Firefox or Google browser. You will see
the same information with Figure 2.21.
Multi-Device Settings: The function is controlled by the activeX, so if you use Firefox or Google
browser. It is impossible to use this function.
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Back: In Firefox or Google browser. It is easy to click Live Video or Device Status to go back.
NOTE: Record and multi-device function are controlled by activeX controller, so if you use firefox
or google chrome, it is impossible to find these options.

3 How to do settings in For Administrator

3.1 Alias Settings

Default alias is anonymous. You can set a name for your camera here. Such as Ipcam, then click
Submit after change this. The alias name supports special character.

Alias |Ipcam |
[ Submit ] [ Refresh ]
Figure 3.0

3.2 Date & Time Settings

Choose clock timezone of your country. You can choose Sync with NTP Server (Figure 3.1a) or
Sync with PC Time(Figure 3.1b). If you want to advance time ,the option of Daylight Saving
Time is right for you . Choose advance time as you like(Figure 3.2)

Device Clock Time Wednesday, May 11, 2011 6:40:31 PM _
Device Clock Timezone [ (GMT +08:00) Beijing. Singapore. Taipei W
Sync with NTP Server 1
Nip Server [ time. nist. gov w 2
Syne with PC Time O
Dayiight Saving Time O
_Submit | | |_Refresh |
3
Figure 3.1a
Device Clock Time Wednesday, May 11, 2011 &:45:08 PM
Device Clock Timezone | (GMT +08 00) Beijing, Singapore, Taipei v:
Sync with NTP Server O 1
Sync with PC Time 2
Daylight Saving Time O
[ Refresh ]
3
Figure 3.1b
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Device Clock Time Wednesdav, Mav 11, 2011 7:33:48 PM

Device Clock Timezone (GMT +08:00) Beijing. Singapore Taip& »|
Sync with NTP Server O \ 1
Sync with PC Time 2 The time is Wednesday,May 11,2011 6:53:48PM
Da:.‘iight Sa\'ing Time 3 before setting Daylight Saving Time
Advance Time 60 v
% @D Refresh |
Figure 3.2

3.3 User Settings

You can set permission for visitor, operator and administrator.
Click Submit after finish these settings. The camera will reboot.

User Password Group
|admin | |||||| | 1
|user | | | Visitor b
|ipcam | ||" | peratnr -
| | | |
| | | |
| | | |
| | | |
| | | |
Submit Refresh
, () (s
Choose a path for record and alarm record
3 4
Set Record Path Foialarm |
Set AlarmRecord Path |F:‘widen |
Figure 3.3

Here you can set record path and alarm record path for the camera. Click Browse and choose
path for them. Record path will store the recording file when record manually. (Click record icon
to record. Figure 2.18)

Alarm record path will store the recording file when motion trigger. (Set motion alarm first. (Figure
3.30)

The both default path is C:\Documents and Settings\All Users\Documents.

NOTE: In Windows7 or Vista, if you could not change the record path. Please set as
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below:

Windows7 or Vista's security level is higher than Windows XP/2000.For "set record path"

function, user should add the Device IP address to the IE's 'Trusted sites' first. The step is:

IE browser->Tool->Internet Proper-> Security—> Trusted sites—> Sites>Add

3.4 Multi-Device Settings

The firmware inside the camera can support max 9 device monitoring at the same time.

3.4.1 Add cameras in LAN

In Multi-Device Settings page, you can see all devices searched in LAN. The 1st Device is the

default one. You can add more cameras in the list in LAN for monitoring. The inside software of

camera supports up to 9 IP Cameras online simultaneously. Click The 2nd Device and click the
item in the Device List in LAN, Alias, Host and Http Port will be filled in the boxes below
automatically. Enter the correct username and password then click Add. Add more cameras in
the same way. After add all cameras. Please choose Submit.

Multi-Device Settings

Device List in Lan

The 1st Device
The 2nd Device

Anonymous({192.168.0.175)
Anonymous|192.168.0.68)

This Device
IPcam Demo(192.168.0.66)

lick it,alias,host

1 and http port will be
filled in the following
boxes automatically

Alias |IF'|:am Demo

Host |192.168.0.66

Hitp Port  |8073

2

User |ipcam

_Enter user and password

Password |ouu

3 ¢ |Add]|y | Remove
The 3rd Device None
The 4th Device None
The 3th Device None
The 6th Device None
The 7th Device None
The 8th Device None
The 9th Device None
Figure 3.4
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Mulii-Device Settings

{FER0ENY- A )

Anonymous{192 168.11.90)

fm| »

I sarah{192.168.11.197

i a I..ﬂ-mrrl_l;mnusﬂﬁl 168, ;1 &) -
| Refrech |

The 15t Device This Device

The 2nd Dewce FIEP06W -4 192 168.11. 34)

The 3rd Device Anonymous{ 192 168 11.87)

The dth Device Anonyrmows 192, 163 11,900

The 5th Device Hone

The dth Device Hone

The Tth Device Mone

The $1h Device Hone

The Mh Device Mone

Attention: [Fwou weant to access the devices from mtemet, be sure the host and port that wou gel can be accessed
oan mbsrmed.

Submit | | Refresh |

Click submit after you add all the cameras

Figure 3.5
Choose For Visitor and then click four windows. You will see all the four cameras you add.

Real-time IP Camera Monitoring System

Device Status

@@ @@ @
‘@ 9@@
ol @ off

0D black i

] Add msestamp on recond

e oo
1Q Q0 ;0
aﬂ !-6 ﬁel
10 0 0

For Operator

For Administrator

Figure 3.6
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Real-time IP Camera Monitoring System

Device Status

BP
@@ @ @@
‘@ Q@@

ol_] DE[_@]HJ

02p  black -

] Add umestamp on record

0060
1Q 109 30
1Q 0 O
l‘@ 10 20

For Operator

| For Administrator

Figure 3.7

3.4.2 Add cameras in WAN

If you want to view all cameras in internet. (remote computer) You need add them use DDNS
domain name. Firstly, make sure all of the cameras you will add can be accessed in internet.
(View How to set DDNS settings in Quick Installation Guide)

Login the first camera use DDNS domain name and port.

AT

T Pl B0 Actis
DO Db hnm Smrcasd hotps /oy renidl. dymlng, or g 00D ]
Pl D

Make sure each camera you need add could
login with DDNS name and port

Figure 3.8
If you have several cameras, you can use the same DDNS domain name; only need set different
port number for each camera.
Click Multi-Device Settings. Choose The 2nd Device. Fill in the 2nd camera’s name, DDNS
domain name, port number. Enter user name and password and then choose Add. (Figure 3.9)
NOTE: Here Host must be filled in the second camera’s DDNS domain name, not its LAN IP.
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Multi-Device Settings

Anonymous(192.168.0.61)
Anonymous(192_ 168.0.197)
sarah(192 165.0.105)

Device List i L —
cF LSt Anonymous(192 168.0.109) v
The 1st Deavice Thiz Device The Z2nd camera's name

2 atias [ [sarah ) |_Fillin the 2nd
3| Host acamipcamera.dyndns.nrg| camera’'s DDNS host,

The 2nc§ M | not LAN IP
camera’s port User [admin | Enter the 2nd camera’s user

5 Ipassword ||"" name anH paSSWOI’d
Add [ Remove ]

The 3rd Device 6 None

The 4th Device None

The 5th Device Nong

The 6th Device None

The Tth Device None

The 8th Device Nong

The 9th Device None

Figure 3.9
Add the other cameras in the same way. Click Submit after add all of them.

Anonymous(192.1658.0.109)
Anonymous{192.165.0.60}

. P sarah{192.168.0.105) >
Device List in Lan Anonymous(192 168 0 61) v
The 1st Device Thiz Device
The 2nd Device sarah(foscamipcamera dvndns org)

The 31d Device IPcam(ipcamerademo. 3322 org)
The 4th Device Anonvmous(foscamipcamera dvndns org)
The 5th Device None
The 6th Device None
The 7th Device None
The 8th Device None
The 9th Device None
Attention: If vou want to access the device from internet. be sure the host and port that you set can be accessed
o jtfiternet.
[ Refresh ]
Click Submit after finishing all the settings

Figure 3.10
Go back to video window. You will see all of the cameras in internet.
When you out of town, you can use the first camera’s DDNS domain name and port to view all
the cameras via internet.
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Real-time IP Camera Monitoring System

PP
@@ :@ @@
‘@ 9@@
ol @ off

0D black i

L] Add tmsestamp on recond

e oo
1Q Q0 ;0
ae !-6 6@
10 0 0

For Operator

For Administrator

Figure 3.11

3.5 Basic Network Settings

If you want to set a static IP for the camera, you need set Basic Network Settings. Keep the
camera in the same subnet of your router or computer.

Basic Network Settings
Obtain IP from DHCP Server O
IP Addr 192.168.0.109 |
Subnet Mask |255 255 2550 |
Gateway 192.168.0.1 |
DNS Server 1192.168.0.1 |
Hitp Port 8100 |
Network Lamp

[ Submit | | Refresh |

Figure 3.12

It is the same result if set these settings in IP Camera Tool. (Figure 2.5)

If you don’t know subnet mask, gateway and DNS server. You can check your computer’s local
area connection. It contains all the information.

The step is Control Panel->Network Connections—>Dbclick Local Area Connections -
Choose Support->Details. You will see all the information in it. (Figure 3.14)

Shenzhen Foscam Intelligent Technology Co., Ltd 26
Tel: 86 755 2674 5668 Fax: 86 755 2674 5168



WWW.FOSCAM.COM FI8903W /FI8904W/ FIB905W User Manual

*s, Network Connections |-_| |§| |X|

File Edit Wiew Favorites  Tools  Advanced  Help .ﬂ'

eBack = l\‘_} @ pSearch [t" Folders v

Address % Metwork Connections

/| LAN or High-Speed Internet - L ocal Area Connection 5tatus
Network Tasks
- Local Area Connection | General| Support
Create anew Caonnected, Firewalled e
connection A Realtek RTLE139/G10x% Fo Cannectian status
Q Set up a home ar small .
office network ﬂ Address Type: Assighed by DHCP
M onachiinzin s IF &ddress: 192.168.0.50
Firewall settings
ﬁ Disable this network Subnet Mask: 255.255.255.0
device
Default Gateway: 192168.01

% Repair this connection

Iﬂ Rename this connection 2

& View status of this CIICk here
conneckion

Change sethings of this Windows did not detect problemms with this
conneckion connection. |f you cannot connect, click

Repair.
Other Places

Br Contral Panel

q Iy Mebwork Places
My Documenks

a My Compuker

Cloze

Details

Local Area Connection -]

Figure 3.13

*s Network Connections |._||E||£|
File Edit ‘“iew Favorites Tools  Advanced  Help .#

eBack < Q @ pSearch [E Folders v

Address % MNetwork Connections

-+- Local Area Connection Status
.

#| LAN or High-Speed Internet
Network Tasks -
e e (T Metwork Connection Details
[E] Create anew Connected, Firewalled

connection il B Realtek RTLE139/810x Fal| Metwork Connection Details:

Q Set up a home or small
office network. Property Walue
@ change windom et thelsame Subnet Mask ang | Phusical Addiess 0O0-£0-D0-00-23-01
Firewall settings : TP Addiess TIZTGR 050
@& oisable tis gt €WAY Of the camera with—3 1 subnet Mask 265,265, 255.0
eice your P [ efault Gateway 192168.01
S ' . DHCP Server 192,168.0.1
R, Repar this confiection A Lease Dbtained 2010-7-2317-20:44
@ Rename this connection E Lease Expires 2M0-7-2315:20:44
: DMS Servers 2029613433
© vewstausof hiThereliare two DNS servers, 192168.01
Change settings /@kI C@IN Set any of them. EINSHEEL
conneckion .
Samewith gateway is also OK

Other Places

[@ Contral Panel
& My Metwork Places
[E3 My Documents b
a [y Cornputer

Close

Details

Local Area Connection o]

Figure 3.14
If you don’t know DNS server, you can set it the same with gateway.
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3.6 Wireless LAN Settings

Please view How to set Wireless LAN Settings in Quick Installation Guide.

3.7 ADSL Settings

modern IP-Cam |

—7 Q

Figure 3.15
When connected to the Internet through ADSL directly, you can enter the ADSL username and
password obtained from ISP.

Using ADSL Dialup
ADSL User |S210753952765089 |
ADSL Password |l.iiiiiiii |
[ Submit ] [ Refresh ]
Figure 3.16

3.8 UPnP Settings

Choose Using UPnP to MAP Port and then click Submit.

Using UPnP to Map Port
[ Submit ] [ Refresh ]
Figure 3.17

Here the software inside the camera for UPnP only contains port forwarding now. It also has
much relation with security settings of your router, sometimes, it may show error information. So
we recommend you do port forwarding manually in your router.

3.9 DDNS Service Settings

Please view the detail information in Quick Installation Guide about How to set DDNS Service
Settings.
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3.10 Mail Service Settings

If you want the camera send emails when motion trigger. You need set Mail Service Settings.

Please set these settings as the following picture. (Figure 3.18)

| Sender

cuiyac93@gmail.com | Mailbox for =ender must

Receiver 1

Receiver 4 receivers

SMTP Server
SMTP Port

Transport Layer Secunty

Nead Authentication
SMTP User
SMTP Password

Report Intarnet IP by Mail

Make sure your mailbox for sender support SMTP. Here you can fill in four receivers to receive
images. SMTP port usually is 25, some SMTP server have its own port, such as 587 or 465.And
Transport Layer Security usually is None . But if you use Gmail , Transport Layer Security must
be TLS or STARTTLS. And SMTP Port must be 465 or 25 or 485 ,which port you choose should

yvaoyao160@schu.com suppoﬂ: SMTP
1

Recetver 2 | Mailbox for receiver need not
Receiver 3 | support SMTP,you can set 4

2
|smtp.gmai|.c0m ‘3 Enter SMTP server for
Q%s D 4 sender

5

Gmail only support TLS at port 465 and support STARTTLS at
port 25/387.

™

cuiyac93@gmail.com 6
User name and
(22222207}
password
8 Test F’lease zet at first, and then test.
T Submit T | Refresh
(2amit | [ =efesh |
-
Figure 3.18

be decided by which Transport Layer Security you choose.
NOTE: Please click Submit first before choose Test.
You will see the test result after click Test.

- Device(sarah) - Windows Internet Explorer

oy T

&) 192.16... |%| || 42|[ x| |&¥ Gk

File Edit ‘Wiew Favorites

Tr Favorites | 55 &

"_',é Devicelsarah)

Tools  Help x @"

= & Free Hotmail & | =
- B ] =y - Page - Safety - Tools - @~

3

Test ... Succeed

Cione

€D Internet s v 00w <

If it prompts these following errors when you click Test. Please check whether the information

Figure 3.19

you filled in are incorrect. Make sure all of them are correct and try it again.

1) Can not connect to the server
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2) Network Error. Please try later

3) Server Error

4) Incorrect user or password

5) The sender is denied by the server. Maybe the server need to authenticate the user, please
check it and try again

6) The receiver is denied by the server. Maybe because of the anti-spam privacy of the server
7) The message is denied by the server. Maybe because of the anti-spam privacy of the server
8) The server does not support the authentication mode used by the device

Report Internet IP by Mail—If choose it, you will receive emails which contain internet IP. When
camera power on or Internet IP changed, it will send the internet IP by mail. (For example:
IPCAM's urls is http://119.123.207.96:8068). Make sure the port is map to the router correctly.

3.11 MSN Settings

When you forget the domain name of the camera,but you want access it from remote place,what
can you do when this happens?

In case of this thing happening,set MSN.

Apply a MSN ID for IPCAM first,then do as the picture.

et foscam31@hotmail com | | Fill in the username and pssword
Password sessnnenn of the MSHID you applied for
camera
Ifcs-:arn‘li*@hmn-:aul com ‘ 2

MSHM ID in this list can chat with
camera youcanset 10 ID

MSN Friends List

_ SuEm:_ )| Refresh
3 Click Submit after finishin g all the settings
Figure 3.20

After submit,The one who in MSN Friends list login MSN,and then he can chat with camera .For
example:
“foscam 13”(look Figure 3.20,it is contained in the MSN Friends List) login MSN,double click the
icon of “ foscam31 “(it is the MSN ID you applied for camera ,Figure3.20) ,he or she can chat with
IPCAM(Figure 3.21)
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wr foscam31@hotmail.com

Photos Files Call Games Activities Invite

LILY =zawvs=:
i Enter "url?"

fozcam3 T@hotmail. com =ave:
= httpe/ 183, 37,48, 137: 800

The web site of TPCAM. enter it in the
browser,you can visit [IPCAM

Last message received at 17:09 on 2011-4-26,

-&- @Y EE- LA

Figure 3.21
So,add your MSN ID to the MSN Friend List ,you can chat with camera and get the access
address and then access the camera.
Note: When you login the camera by IP Camera Tool,you can’t login MSN ID of camera at the
same time.

3.12 FTP Service Settings

If you want upload images to your FTP server. You can set FTP Service Settings.

FTP Server 192.168.0.50
FTP Port 21 |
FTP User |sarah |
FTP Password |.u-.| |
FTP Upload Folder I/ |
FTP Mode
. Fleaze set at first, and then test.

Upload Image Now
Upload Interval (Seconds) 30 |

[ submit [} [ Refresh |

Please click Submit first before test

Figure 3.22
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|ﬂp.mgensea|.cnm |

|Videmest@mgenseal.|:0|T|

Test| Please set at firzt, and then test.

FTP Server

FTP Port |21

FTP User

FTP Password |uru~ur
FTP Upload Folder i

FTP Mode
Upload Image Now

Upload Interval (Seconds) 130

[ Submit ] [ Refresh ]

Figure 3.23
FTP server: If your FTP server is set up in LAN, you can set as Figure 3.22
If you have a FTP server which you can access in internet, you can set as Figure 3.23

FTP Port: Usually the port is 21

FTP Upload Folder: Make sure that the folder you plan to store images exists. For camera

couldn’t create the folder itself. Also, the folder must be erasable.

FTP Mode: It supports standard (POST) mode and passive (PASV) mode
Upload Image Now: It will upload images when you choose the checkbox. Here Upload
Interval refers to the time between the current image and the next image.

Click Submit after these settings. Then click Test. You will see the following picture.

Is Device(sarah) - Windows Internet Explorer |Z||E|g|
yed - & 192.168.0.109 MIEIRERE |2~
File  Edit  Miew Favorites  Tools  Help x @ -

i Favarites | o &8 + @] Free Hotmal &

(& Device(sarah)

& - r__J m, | F;g ~ Page + Safety ~ Tools = I@lv

-

x»

Test ... Succeed

Done

€D Internet sy - H100% v

Figure 3.24

If it prompts error information as follows.

1) Can not connect to the server. Please check FTP Server is correct or not.

2) Network Error. Please try later.
3) Server Error.

4) Incorrect user or password. Please check the username and password is correct or not.
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5) Can not access the folder. Please be sure the folder exists and your account is authorized
6) Error in PASV mode. Please be sure the server support PASV mode

7) Error in PORT mode. PASV mode should be selected if the device is behind a NAT

8) Can not upload file. Please be sure your account is authorized

Please check if parameters you filled in are correct or not. The format of image is like
00606E8C1930(sarah)_0_20100728114350_25.jpg

Please check if your FTP server supports this format of file name

3.13 Alarm Service Settings

If you enable Motion Detect Armed. It will send mail alerts and upload images when motion
trigger.

hoose it

Ivlotion Detect Sensihility 10 - If the number is bigger and the
sensibilitvis higher

Iiotion Compensation | .
_ —— There will not be so much false alarm when
send Wail on Alarm light changes
Upload Image on Alarm ]|
Scheduler [l
[ Submit ] [ Refresh ]

Figure 3.25
Device ID 000000000001
Dewnice Firmware Version 11.25.2.38
Device Embeded Web Ul Version 24015
Aliag Anonymons
Alarm Status | Motion Detect Alarm | /i trigger
DDHS Status Mo Action
UPnP Status Mo Action

Figure 3.26

If motion trigger after you enable Motion Detect Armed. Alarm Status will turn to Motion Detect
Alarm.

There are five representation of alarm.
1) The light turns red when motion trigger.

Device Status

Anenymous

(@0:@:@:@

‘@@ :@°@

Figure 3.27
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2) Plug an earphone or a speaker in the computer; you can hear beep sound when the light
turns red.
3) The camera will record automatically It will recording for one minute after motion trigger.
You can find the recording file in the folder which you set to store alarm record. (Figure 3.3)
4) Send mails when motion trigger.
If you want to receive images when motion trigger. You need set Mail Service Settings first.
(Figure 3.18) Then set motion alarm as follows:

Ivlotion Detect Armed
Iotion Detect Sensibility 10 -
Ivlotion Compensation [l
Send Mail on Alarm | Choose it
Upload Image on &Alarm [
Scheduler [
([ Suhmit)] [ Fefresh ]
Figure 3.28

If you want the camera send mails in a special time range, not all the time when motion trigger,
but only during the time you wish. You can choose Scheduler and set time range for motion
alarm. (Figure 3.30)

5) Upload images via FTP server when motion trigger.
If you want upload images to FTP server when motion trigger. You need set FTP Service
Settings first. (Figure 3.22/3.23) Then set motion alarm as below picture.

Ivlotion Detect Arrmed &
Iotion Detect Sensibility 110 -
Ilotion Compensation [
Send Wail on Alarm [l

Upload Image on Alanm ] Choose it

Upload Interval (Seconds)
acheduler

é_/]’ You can set a interval for uploading images

o~ ——,
(J_Suhmit)] [ Fefresh ]

Figure 3.29
There are two ways to alarm.
1) Alarm at any time when motion trigger.
Don’t choose Scheduler. The camera will alarm at any time when motion trigger.
2) Plan to alarm.
If you want the camera alarm during the time you set. You need choose Scheduler and set time
range. (Figure 3.30)
Click left button on the box of time range. It will turn blue. If you want delete it, just click left button
on it again. It will turn to gray.
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Motipn Detect Armed [+
Motion Detect Sensibility 10 -
Motion Compensation [
Send Mail on Alarm
Upload Image on Alarm )
[Schn:mln' Z.é?'.] Choose it
Da}rﬂll345:‘r?/&ﬂ-—9-—1- 12 13 14 15 16 17 18 19 20 21 22 23
5
Mu;r; Hnnnm K\_I_I!III_IIE!L,
Thae
Wed
Tha
;rli i
- Suh@[ Refresh |
Figure 3.30

3.14 Upgrade Device Firmware

When you upgrade the camera, please upgrade system firmware first and then upgrade Web UlI.

Upgrade Device Firmware | |L Browse... | | Submit
Q.ngtade[l[)evioe Embeded Web UL % [ Browse... ] | Submit
Upgracfe system firmware pgrade Web Ul
Figure 3.31

Click Browse, choose the correct bin file and then click Submit to upgrade.
Don’t shut down the power during upgrade until the IP camera tool finds the camera again.

3.15 Backup & Restore Settings

If you don’t want to set all parameters that you’ve set already. You can click Submit and all the
parameters you set will be store as a parameters bin file next time.And then ,you could get all
parameters which you set before when you login it again

Backup C| Submit J

Festore E-\params_bin {[ Browse.. ' | Submit

Click Submit to store parameters Load the parameters bin file
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Figure 3.32

3.16 Restore Factory Settings

If you choose restore factory setting. All parameters will return to factory settings.

Real-time IP Camera Monitoring System

[Device Info

Restore E thurd-download params [ Browse_ | [ Submit |

Meszage from webpage

. Are you sure to restore Factory settings

@x =

Figure 3.33
3.17Reboot Device

Here click reboot device is the same as plug the power and re-plug it.

3.18 Log

Here log record that who access the camera.

Tue, 2010-11-30 09:25:3¢6 admin 192.165.11.66 accezs
Tue, 2010-11-30 09:26:10 admin 192.165.11.66 access
Figure 3.34
3.19 Back

Here if you choose back, you will go back to video window.
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4 APPENDIX

4.1 Frequently Asked Questions

NOTE: Any questions you would meet, please check Network connections firstly. Check the
working status revealed by the indicators on the network server, hub, exchange and network
card. If abnormal, check the network connections.

4.1.1 | have forgotten the administrator username and/or password

To reset the administrator username and password, Press and hold down the RESET
BUTTON for 30 seconds. Releasing the reset button, username and password will turn to the
factory default administrator username and password. please power on the camera before reset
Default administrator username: admin
Default administrator password: No password

4.1.2 Subnet doesn’t match, dbclick to change

If IP Camera Tool shows error information “Subnet doesn’t match, dbclick to change!” Please
choose Obtain IP from DHCP server. (Figure 2.4)

If it still show this error after obtain IP from DHCP server. Please check local area connection of
your computer, change subnet, gateway of the camera. Keep them in the same subnet of your
computer. (Figure 2.5)

4.1.3 No Pictures Problems

The video streaming is transmitted by the ActiveX controller. If ActiveX controller isn’t installed
correctly you will see no video image. There are two ways to resolve this problem:

1) Install “IP Camera Tool”, ActiveX controller is installed simultaneity (recommendable) . (Figure
2.10~Figure 2.12)

2) Download ActiveX controller and set the safety property of IE in the PC when you view it first
time: |IE browser>Tool->Internet Proper—->Security->Custom Level>ActiveX control and
Plug-ins. Three options of front should be set to be “Enable”, The ActiveX programs read by the
computer will be stored. As follows:

Enable: Download unsigned ActiveX controls

Enable: Initialize and script ActiveX controls not marked as safe

Enable: Run ActiveX controls and plu-ins
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If you allow the activeX running, but still could not see living video, only a red cross in the center

of the video. There is a yellow light in the device status. ©

Not green. Please change another port number to try. Don’t use port 80, use port 85, 8005.etc.

Anonymous Network Configuration

[~ Obtain IF from DHCE server

IF Addreszs

|19z 188 .11

.100

Subnet Mask

[2855 255 285 O |

Gateway

|19z 183 .11

1

IHE Serwver

|20z .98 134 .33

Hitp Fort

hange another port nu

IBEI‘.'-JEI

U=er iadmin

Pazs=zword l

]

Figure 4.2

NOTE: Make sure that your firewall or anti-virus software does not block the camera or activeX.
If you could not see video, please shut down firewall or anti-virus software to try again.
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4.1.4 Can’t access IP camera in internet

There are some reasons:

1 ActiveX controller is not installed correctly (see more details: Figure 2.10~Figure 2.12).

2 The port which camera used is blocked by Firewall or Anti-virus software. Please change
another port number and try again. (Figure 4.2)

3 Port forwarding is not successful (see more details in Quick Installation Guide—How to set
DDN Service settings)

Double check these settings and make sure they are correct.

4.1.5 |IP Camera Tool could not find camera’s IP

Please check if the camera works well. Check if network cable is loose or not.

Make sure DHCP is enabled in your router, don’t enable MAC address filter.

Make sure that firewall or anti-virus software does not block the camera. You can add the
camera as a trusted site in your firewall or anti-virus software.

4.1.6 UPnP always failed

UPNP only contains port forwarding in our recent software. Sometimes, it may be failed to do port
forwarding automatically because of firewall or anti-virus software. It also has much relation with
router’s security settings. So we recommend you do port forwarding manually. You can view
your camera in internet successfully after you do port forwarding manually in your router.

4.1.7 Couldn’t find the shortcut on desktop after install IP camera tool

If you use Windows7 or Vista, You could not find the shortcut on desktop after install the IP
camera tool, please check if the path of the tool port to is correct or not.

For example, as it was pointing to_C:\Windows\System32\IPCamera.exe.

Please fix this by pointing the shortcut to the correct path
C:\Windows\SysWOW64\IPCamera.exe. After this you could use the shortcut without any
problems.

4.1.8 1 can’t change the record path

When you use Windows7 or Vista, you may be not able to change the record path for the
security settings of computer. Please add the camera as a trusted site to solve this issue. The
step is

IE browser—>Tool->Internet Proper-> Security-> Trusted sites—> Sites>Add
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4.1.9 | can’t find multi-device settings and record icon

Record and multi-device function are controlled by activeX controller.
So if you use Firefox, Google chrome and safari, it is impossible to use these function.

4.1.10 Camera can not connect wireless

If your camera could not connect wireless after you set wireless settings and plug out the cable.
Please check whether your settings are correct or not. (details: Wireless LAN settings in Quick
Installation Guide)

Normally, camera can’t connect wireless mainly because of wrong settings.

Make sure broadcast your SSID; use the same encryption for router and camera. Share key
should not contain special characters, only word and number will be better. Don’t enable MAC
address filter.

4.1.11 | can’t see other cameras which in multi-device when remote access

If you want to view all the cameras in WAN. Make sure that each camera you add in multi-device
settings can be logon use DDNS name and port number. Use DDNS domain name to fill in the
host checkbox, not camera’s LAN IP. (details: How to add cameras in WAN)

4.1.12 Only see black screen or unreasonable code when remote login

If you could access the login page in remote place, it indicates that your DDNS settings are
correct. You could not see living video but only some undefined characters, it may be the internet
speed problems, especially the camera work on Wi-Fi.

4.2 Default Parameters

Default network Parameters

IP address: dynamic obtain

Subnet mask: 255.255.255.0

Gateway: dynamic obtain

DHCP: Disabled

DDNS: Disabled

Username and password

Default administrator username: admin
Default administrator password: No password

4.3 Specifications

ITEMS FI8903W/FI8904W/FI8905W
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Image Sensor

Image Sensor

High Definition Color CMOS Sensor

Display Resolution

640 x 480 Pixels(300k Pixels)

Lens(03) f: 3.6mm or f: 6mm (IR Lens)
Lens(04) f: 3.6mm or f: 6mm (IR Lens)
Lens(05) f: 6mm, or f: 8mm or f:12mm , F:1.2(IR Lens)
Mini. lHlumination 0.5Lux
Lens Lens Type Glass Lens
Video Image Compression MJPEG

Image Frame Rate

15fps(VGA),30fps(QVGA)

Resolution

640 x 480(VGA), 320 x 240(QVGA)

Flip Mirror Images

Vertical / Horizontal

Light Frequency

50Hz, 60Hz or Outdoor

Video Parameters

Brightness, Contrast

Communication

Ethernet

One 10/100Mbps RJ-45

Supported Protocol

HTTP,FTP, TCP/IP,UDP,SMTP,DHCP,PPPoE,DDNS,UPnP,GPRS

Wireless Standard

IEEE 802.11b/g

Data Rate

802.11b: 11MMbps(Max.) 802.11g: 54Mbps(Max.)

Wireless Security

WEP & WPA & WPA2 Encryption

Infrared Light(03)

18 IR LEDs, Night visibility up to 10 meters

Infrared Light(04)

24 IR LEDs, Night visibility up to 20 meters

Infrared Light(05)

60 IR LEDs, Night visibility up to 30 meters

Dimension(03) 135(L) x65(W) x65mm(H)

Dimension(04) 140(L) x75(W) x80mm(H)

Dimension(05) 245(L)X196(W)X112(H)mm.
Gross Weight(03) 1020 g(carton box package)
Gross Weight(04) 1150 g(carton box package)
Gross Weight(05) 1320 g(carton box package)
Net Weight(03) 910g (accessories included)

Net Weight (04)

10009 (accessories included)

Net Weight (05)

11809 (accessories included)

Power

Power Supply

DC 5V/2.0A (EU,US,AU adapter or other types optional)

Power Consumption

5.5 Watts (Max.)

Environment

Operate Temper.

0°~55°C (32°F ~131°F)

Operating Humidity

20% ~ 85% non-condensing

Storage Temper.

-10°C ~ 60° (14°F ~ 140°F)

Storage Humidity

0% ~ 90% non-condensing

PC Requirements | CPU 2.0GHZ or above
Memory Size 256MB or above
Display Card 64M or above
Supported OS Microsoft Windows 2000/XP/Vista/Windows7/mac
Browser IE 6.0, IE7.0, IE8.0 firefox,goolge chrome,safari or other standard
browsers
Certification CE,FCC

Warranty

Limited 1-year warranty
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5 OBTAINING TECHNICAL SUPPORT

While we hope your experience with the IPCAM network camera is enjoyable and easy to use,
you may experience some issues or have questions that this User’'s Guide has not answered.
Please contact your reseller and ask for help first, if they could not resolve your issue, please
contact our company.

CEOFC K B
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	1 WELCOME 
	IPCAM is an integrated wireless IP Camera solution. It combines a high quality digital video Camera with network connectivity and a powerful web server to bring clear to your desktop from anywhere on your local network or over the Internet. 
	The basic function of IPCAM is transmitting remote video on the IP network. The high quality video image can be transmitted with 30fps speed on the LAN/WAN by using MJPEG hardware compression technology.  
	The IPCAM is based on the TCP/IP standard. There is a WEB server inside which could support Internet Explore. Therefore the management and maintenance of your device become more simply by using network to achieve the remote configuration, start-up and upgrade firmware.  
	You can use this IPCAM to monitor some special places such as your home and your office. Also controlling the IPCAM and managing image are simple by clicking the website through the network.  
	1.1 Features 
	● Powerful high-speed video protocol processor 
	● High Definition Color CMOS Sensor 
	● 300K Pixels 
	● IR night vision (03 Range:10m; 04 Range:20m; 05 Range:30m;) 
	● Optimized MJPEG video compression for transmission 
	● Multi-level users’ management and passwords definition 
	● Embedded Web Server for users to visit by IE 
	● Wi-Fi compliant with wireless standards IEEE 802.11b/g 
	● Supporting Dynamic IP (DDNS) and UPnP LAN and Internet (ADSL,Cable Modem)  
	● Giving alarm in cause of motion detection  
	● Supporting image snapshot 
	● Support multiple network protocols: HTTP/TCP/IP/UDP/STMP/DDNS/SNTP/DHCP/FTP 
	● Support WEP/WPA/WPA2 encryption 
	● Support Daylight Saving Time 
	● Support MSN 
	● Support Gmail 
	1.2 Packing List 

	Untie the pack and check the items contained against the following list: 
	● IPCAM×1 
	● Wi-Fi Antenna×1 (only available for wireless model) 
	● DC Power Supply×1 
	● Quick Installation Guide×1 
	● CD×1（Include IPCAM user manual、IP camera tool） 
	● Network Cable×1 
	● Mounting bracket×1(option) 
	 
	NOTE: Please Contact us immediately in the case of any damaged or short of contents. 
	 
	1.3 Product views 
	1.3.1 Front View 


	             
	Figure 1.1 
	Infrared LED: 18IR LEDs(model 03)/24 IR LEDs (model 04)/60 IR LEDs (model 05) 
	LENS: CMOS sensor with fixed focus lens 
	WIFI Antenna: Wireless Antenna 
	1.3.2 Back View 
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	Figure 1.2 
	LAN: RJ-45/10-100 Base T 
	Power: DC 5V/2A Power supply 
	RESET BUTTON:Press and hold down the RESET BUTTON for 5 seconds. Release the power button and IP camera will be reset back to the factory default parameter. 
	1.3.3 Bottom View 

	There are three stickers at the bottom of the camera; it is the important feature of original Foscam cameras. If your camera does not have these three stickers, it may be a clone one. Clone Foscam cameras could not use original firmware and obtain our good after service.
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	FI8904W
	 
	  
	FI8905W
	 
	Figure 1.3  
	1.4 Preparations before use  
	1.4.1 Software installation 


	(1) Put the small CD in the CD driver of your computer. Open the CD; find the software as instruction; 
	(2) Double click IPCamSetup.exe and install the software as instruction. 
	  
	Figure 1.4 
	(3) Only click Next, you will complete the software installation. 
	 
	  
	Figure 1.5 
	  
	Figure 1.6 
	 
	The computer restarts upon installation completion and an icon  appears on the desktop automatically. 
	 
	NOTE: If you use Windows7 and could not find the icon on desktop after install the IP camera tool, please check if the path of the camera port to is correct. 
	 
	For example, as it was pointing to C:\Windows\System32\IPCamera.exe.  
	Please fix this by pointing the shortcut to the correct path C:\indows\SysWOW64\IPCamera.exe. After this you could use the shortcut without any problems. 
	 
	CAUTION: Before installing and using the product, please read the following precautions carefully and make sure they are fully understood. 
	Use only the power adapter attached with the product. Use unauthorized power adapter may cause damage to your IP Camera. IP Camera terminal shall be installed in an indoor environment where the rain or snow could not pour it. 
	1.4.2 Hardware preparation 

	Follow the steps below to set up your camera hardware connections. Make sure to follow each step carefully to ensure that the camera operates properly.  
	(1) Fix the antenna at the back of the camera. 
	(2) Plug the network cable into the camera and then into your Cable/DSL router. 
	(3) Plug the power adapter into the camera and then into the power outlet. 
	CAUTION: Make sure to only use the power adapter supplied with IPCAM. Using a non-approved power adapter may damage the camera. 
	(4) The camera takes approximately 30 seconds to start up before it displays an IP address on the IP Camera Tool (details: 2.1) 
	(5) When the camera is powered and network cable plugged correctly. The small green light (network jack) will turn on and the small yellow light will flash. The network light will blink. (about 1~2 times per second) The power light will turn on too. 
	 
	2 SOFTWARE OPERATION 
	2.1 IP Camera Tool 

	When the Device has been mounted properly, you can double click the icon “IP Camera Tool”    and a dialog box as Figure 2.1 will pop up. 
	  
	Figure 2.1 
	The software searches IPcam automatically over LAN. 
	There are 3 cases: 
	(1)  If no Camera in LAN. After about 1 minute search, the Result Field will show “not found IP Server” and the program shut automatically. 
	(2)  If IP Cameras having been installed within LAN. All the IP Cameras will be listed and the total number is displayed in the result field as shown in Figure 2.1. 
	(3)  The IP Cameras installed within LAN do not share the same subnet with the monitoring PC. A prompt as shown in result field (prompt: Subnet doesn’t match, dbclick to change!). Click the left mouse button to choose the prompt and click the right mouse, choose Network Configuration to set the IP address of the Camera to the same subnet as LAN. (Figure 2.5) 
	You can choose obtain IP from DHCP server or set a static IP for the camera. (Figure 2.4) 
	 
	NOTE: If you could not find the camera’s IP on the IP camera tool. 
	Please check if DHCP is enabled in your router, or disable MAC address filter. 
	Make sure that firewall doesn’t block the camera. 
	 
	Six Options 
	Choose the IP Camera list and Click right mouse button; there are six options, Basic Properties, Network Configuration, Upgrade Firmware, Refresh Camera List, Flush Arp Buffer and About IP Camera Tool as shown Figure 2.2. 
	  
	Figure 2.2 
	 Basic Properties 
	There are some devices’ information in the Basic Properties, such as Device ID, System Firmware Version, and Web UI Version. (Figure 2.3) 
	 
	If there are several cameras on the list, you can choose basic properties to check the device ID and recognize the IP address belong to which camera you set up, such as Device ID is 00606E8C5058, you can find the same MAC ID sticker at the bottom/back of the camera. 
	 
	Each camera has its only MAC ID. Sometimes, if you couldn’t find the camera’s IP on the IP Camera Tool. May be the firewall block it, you can add this MAC ID to your router and give it a fixed IP or add the MAC ID as a trusted site. There are two MAC addresses, one is Wired MAC and the other is WIFI MAC. 
	  
	Figure 2.3 
	 Network Configuration 
	In this page, you can configure the Network parameters. 
	  
	Figure 2.4 
	Obtain IP from DHCP server: If checked, the device will obtain IP from DHCP server. In other words, the camera will have a dynamic IP. (Make sure the Router which the camera connects has DHCP function and DHCP is enabled). 
	  
	Figure 2.5 
	IP Address: Fill in the IP address assigned and make sure it is in the same subnet as your computer or router. ( the first three sections are the same) 
	Subnet Mask: The default subnet mask of the equipment in our LAN is: 255.255.255.0.You can find the subnet mask in the basic information of your router or the locally-attached of your PC. 
	Gateway: Make sure it is in the same subnet with PC’s IP address. Here gateway is your router’s LAN IP. 
	DNS Server: IP address of ISP network provider. You can find the DNS server in your router or check the locally-attached of your computer. Locally-attached of PC contains your PC’s IP address, gateway and DNS server. Normally, there are two DNS servers. Here you can also set the DNS server the same with gateway. 
	Http Port: The defult lan port is 80.You can set another port number, such as port 8005, 85, 8100.etc. 
	User: Default administrator user name is admin 
	Password: Default password is blank, no password. 
	 
	NOTE: If the prompt “Subnet doesn’t match, dbclick to change!” appeared, please enable DHCP and choose obtain IP from DHCP server or set camera’s IP address and gateway once again. 
	 
	 Upgrade Firmware 
	Enter the correct User and Password to upgrade system Firmware and Web UI. If you upgrade the camera, Please upgrade system firmware first and then upgrade web UI. Or it may damage the camera. 
	Please download the firmware package under the correct type of your camera before upgrade. Follow the upgrade document in the package carefully to upgrade. Please look readme first before you upgrade. 
	CAUTION: Please don’t upgrade the firmware freely. Sometimes, your camera may be damaged if operate wrong during upgrade. If your camera works well with the current firmware, we recommend you’d better not upgrade it. 
	NOTE: If you download the firmware. Please check if bytes of the two .bin file are exactly the same with the size in readme. If it fits, you can upgrade it. If not, please download the firmware again until the bytes are exactly the same with the official size. Otherwise, your camera would be crashed by the firmware which loose frame. 
	 
	  
	Figure 2.6 
	 Refresh Camera List 
	Refresh camera list manually. 
	 Flush Arp Buffer 
	When wired and wireless of the camera both are fixed IP address. There is a problem you may encounter is can search the camera IP but can’t open the camera webpage. You may try to use flush Arp buffer. 
	 About IP Camera Tool 
	Choose here and you can see the version of the IP Camera Tool. 
	2.2 Camera Login 

	You can access the camera through IP Camera Tool or IE, Firefox, Google chrome, safari or other stand browser directly. 
	(1) Double click the IP address of the IP Camera listed (Figure 2.1).The browser you use will be opened automatically and display the camera login page. (Figure 2.8) 
	(2) Access the camera by IE browser directly, type in the camera’s IP address. For example: 
	  
	Figure 2.7 
	 
	 
	  
	Figure 2.8 
	The default user is admin, no password. 
	There are two modes to login. If you use IE browser, please choose activeX mode to login. If you use Firefox or Google chrome, please choose server push mode to login. (Figure 2.9) 
	 
	 
	  
	Figure 2.9 
	For IE browser 
	Fill in user name and choose the first login. 
	  
	Figure 2.10 
	The first time you login the UI. You will meet activeX prompt like the picture above. (Figure 2.10) Please click right button on the information and choose Run Add-on. 
	  
	Figure 2.11 
	You will see the picture below (Figure 2.12). Click Run and it will return to the login interface. Fill in the user name and choose login again. 
	You will see living video. (Figure 2.13) 
	 
	  
	Figure 2.12 
	  
	Figure 2.13 
	NOTE: If you could not view living video after run the activeX. Only a red cross   in the center of the video or just a black screen. Please change another port number to try. Don’t use port 80.Use port 85, 8005 or 8100 to try. 
	Make sure that firewall or antivirus software on your computer does not block the activeX. If you could not run the activeX as the way above, please shut down the firewall or antivirus to try again. 
	For Firefox, Google chrome, safari or other standard browser. 
	Fill in user name and choose the second login mode to login. 
	It may ask you for user name and password again before you login the UI. 
	After you enter user name, you will see Device Status of the camera. 
	  
	Figure 2.14 
	Click Live Video, you will see living video. 
	  
	Figure 2.15 
	2.3 Device Status 

	For IE browser 
	If the camera is well connected. The light of the device status will show green. 
	Or it will show yellow. If it shows yellow, please check if the activeX is enabled or change another port number to try again. 
	  
	Figure 2.16 
	If you want to view device information. Choose For Administrator and then click Device info. 
	  
	Figure 2.17 
	For Firefox, Google chrome and safari 
	When you login the UI. You will see Device Status which is same like Device Info in IE browser. (Figure 2.14) 
	2.4 For Visitor 

	For IE browser 
	  
	Figure 2.18 
	Multi-device window: The firmware inside the camera supports max 9 cameras monitoring at the same time. You can add the other cameras in multi-device settings. 
	OSD: OSD is used to add timestamp on the video. There are five colors for the characters. 
	Add timestamp on record: If you wan to add timestamp on record, choose the checkbox.  
	 : When you enable motion alarm, camera will record automatically and store the recording file to the folder you set. This icon is used to control the folder pop-up automatically or not. 
	 : When you click the icon, the camera video will play. 
	 : this icon is control camera stop. 
	 : Click this icon to snap the picture. 
	 : Click the record icon. The camera will begin recording and store the .avi file to the folder you set. (Figure 3.3) Click again it will stop. 
	For Firefox, Google chrome and safari 
	You will see the picture like Figure 2.14 when you login the camera as visitor. 
	2.5 For Operator 

	For IE browser 
	Click for operator. You will see the following picture. (Figure 2.19) 
	 
	  
	Figure 2.19 
	Flip & Mirror: You can choose flip or mirror if you set up the camera in a special position. 
	Mode: There are three modes. (50HZ, 60HZ and outdoor) 
	Brightness and Contrast are also used to adjust the quality of the video. 
	For Firefox, Google chrome and safari 
	Click Live Video. You can see the difference from IE and Firefox. 
	In IE, there is a button for default all the settings. In Firefox, the snapshot button is under for operator. Add the other two function; refresh video and refresh parameters. (Figure 2.20) 
	  
	Figure 2.20 
	2.6 For Administrator 

	For IE browser 
	Click For Administrator. You will see the Device Status. 
	It contains device ID, firmware version of the camera and other status of the camera. 
	  
	Figure 2.21 
	For Firefox, Google chrome and safari 
	Click Device Management and you will enter the settings page for administrator. 
	  
	Figure 2.22 
	We can see the difference from Figure 2.21 and Figure 2.22. 
	Figure 2.22 has the three following options that Figure 2.21 does not have. 
	Device Info: In fact. Click Device Status when you use Firefox or Google browser. You will see the same information with Figure 2.21. 
	Multi-Device Settings: The function is controlled by the activeX, so if you use Firefox or Google browser. It is impossible to use this function. 
	Back: In Firefox or Google browser. It is easy to click Live Video or Device Status to go back. 
	NOTE: Record and multi-device function are controlled by activeX controller, so if you use firefox or google chrome, it is impossible to find these options. 
	3 How to do settings in For Administrator 
	3.1 Alias Settings 

	Default alias is anonymous. You can set a name for your camera here. Such as Ipcam, then click Submit after change this. The alias name supports special character. 
	  
	Figure 3.0 
	3.2 Date & Time Settings 

	Choose clock timezone of your country. You can choose Sync with NTP Server (Figure 3.1a) or Sync with PC Time(Figure 3.1b). If you want to advance time ,the option of Daylight Saving Time is right for you . Choose advance time as you like(Figure 3.2)  
	  
	Figure 3.1a 
	  
	Figure 3.1b 
	  
	Figure 3.2 
	 
	3.3 User Settings 

	You can set permission for visitor, operator and administrator. 
	Click Submit after finish these settings. The camera will reboot. 
	  
	Figure 3.3 
	Here you can set record path and alarm record path for the camera. Click Browse and choose path for them. Record path will store the recording file when record manually. (Click record icon to record. Figure 2.18)  
	Alarm record path will store the recording file when motion trigger. (Set motion alarm first. (Figure 3.30) 
	The both default path is C:\Documents and Settings\All Users\Documents. 
	NOTE: In Windows7 or Vista, if you could not change the record path. Please set as below:  
	Windows7 or Vista's security level is higher than Windows XP/2000.For "set record path" function, user should add the Device IP address to the IE's 'Trusted sites' first. The step is:  
	IE browser(Tool(Internet Proper(Security(Trusted sites(Sites(Add 
	3.4 Multi-Device Settings 

	The firmware inside the camera can support max 9 device monitoring at the same time. 
	3.4.1 Add cameras in LAN 

	In Multi-Device Settings page, you can see all devices searched in LAN. The 1st Device is the default one. You can add more cameras in the list in LAN for monitoring. The inside software of camera supports up to 9 IP Cameras online simultaneously. Click The 2nd Device and click the item in the Device List in LAN, Alias, Host and Http Port will be filled in the boxes below automatically. Enter the correct username and password then click Add. Add more cameras in the same way. After add all cameras. Please choose Submit. 
	  
	Figure 3.4 
	  
	Figure 3.5 
	Choose For Visitor and then click four windows. You will see all the four cameras you add. 
	  
	Figure 3.6 
	  
	Figure 3.7 
	3.4.2 Add cameras in WAN 

	If you want to view all cameras in internet. (remote computer) You need add them use DDNS domain name. Firstly, make sure all of the cameras you will add can be accessed in internet. (View How to set DDNS settings in Quick Installation Guide) 
	Login the first camera use DDNS domain name and port. 
	  
	Figure 3.8 
	If you have several cameras, you can use the same DDNS domain name; only need set different port number for each camera. 
	Click Multi-Device Settings. Choose The 2nd Device. Fill in the 2nd camera’s name, DDNS domain name, port number. Enter user name and password and then choose Add. (Figure 3.9) 
	NOTE: Here Host must be filled in the second camera’s DDNS domain name, not its LAN IP.  
	  
	Figure 3.9 
	Add the other cameras in the same way. Click Submit after add all of them. 
	  
	Figure 3.10 
	Go back to video window. You will see all of the cameras in internet. 
	When you out of town, you can use the first camera’s DDNS domain name and port to view all the cameras via internet. 
	  
	Figure 3.11 
	3.5 Basic Network Settings 

	If you want to set a static IP for the camera, you need set Basic Network Settings. Keep the camera in the same subnet of your router or computer. 
	  
	Figure 3.12 
	It is the same result if set these settings in IP Camera Tool. (Figure 2.5) 
	If you don’t know subnet mask, gateway and DNS server. You can check your computer’s local area connection. It contains all the information. 
	The step is Control Panel(Network Connections(Dbclick Local Area Connections ( Choose Support(Details. You will see all the information in it. (Figure 3.14) 
	  
	Figure 3.13 
	  
	Figure 3.14 
	If you don’t know DNS server, you can set it the same with gateway. 
	3.6 Wireless LAN Settings 

	Please view How to set Wireless LAN Settings in Quick Installation Guide. 
	3.7 ADSL Settings 

	  
	Figure 3.15 
	When connected to the Internet through ADSL directly, you can enter the ADSL username and password obtained from ISP. 
	  
	Figure 3.16 
	3.8 UPnP Settings 

	Choose Using UPnP to MAP Port and then click Submit. 
	  
	Figure 3.17 
	Here the software inside the camera for UPnP only contains port forwarding now. It also has much relation with security settings of your router, sometimes, it may show error information. So we recommend you do port forwarding manually in your router. 
	3.9 DDNS Service Settings 

	Please view the detail information in Quick Installation Guide about How to set DDNS Service Settings. 
	3.10 Mail Service Settings 

	If you want the camera send emails when motion trigger. You need set Mail Service Settings. 
	Please set these settings as the following picture. (Figure 3.18) 
	  
	Figure 3.18 
	Make sure your mailbox for sender support SMTP. Here you can fill in four receivers to receive images. SMTP port usually is 25, some SMTP server have its own port, such as 587 or 465.And Transport Layer Security usually is None . But if you use Gmail , Transport Layer Security must be TLS or STARTTLS. And SMTP Port must be 465 or 25 or 485 ,which port you choose should be decided by which Transport Layer Security you choose. 
	NOTE: Please click Submit first before choose Test. 
	You will see the test result after click Test. 
	  
	Figure 3.19 
	If it prompts these following errors when you click Test. Please check whether the information you filled in are incorrect. Make sure all of them are correct and try it again. 
	1) Can not connect to the server 
	2) Network Error. Please try later 
	3) Server Error 
	4) Incorrect user or password 
	5) The sender is denied by the server. Maybe the server need to authenticate the user, please check it and try again 
	6) The receiver is denied by the server. Maybe because of the anti-spam privacy of the server 
	7) The message is denied by the server. Maybe because of the anti-spam privacy of the server 
	8) The server does not support the authentication mode used by the device 
	Report Internet IP by Mail—If choose it, you will receive emails which contain internet IP. When camera power on or Internet IP changed, it will send the internet IP by mail. (For example: IPCAM's urls is http://119.123.207.96:8068). Make sure the port is map to the router correctly. 
	3.11 MSN Settings 

	When you forget the domain name of the camera,but you want access it from remote place,what can you do when this happens? 
	In case of this thing happening,set MSN. 
	Apply a MSN ID for IPCAM first,then do as the picture. 
	  
	Figure 3.20 
	After submit,The one who in MSN Friends list login MSN,and then he can chat with camera .For example: 
	“foscam 13”(look Figure 3.20,it is contained in the MSN Friends List) login MSN,double click the icon of “ foscam31 “(it is the MSN ID you applied for camera ,Figure3.20) ,he or she can chat with IPCAM(Figure 3.21) 
	  
	Figure 3.21 
	So,add your MSN ID to the MSN Friend List ,you can chat with camera and get the access address and then access the camera. 
	Note: When you login the camera by IP Camera Tool,you can’t login MSN ID of camera at the same time. 
	 
	3.12 FTP Service Settings 

	If you want upload images to your FTP server. You can set FTP Service Settings. 
	  
	Figure 3.22 
	  
	Figure 3.23 
	FTP server: If your FTP server is set up in LAN, you can set as Figure 3.22 
	If you have a FTP server which you can access in internet, you can set as Figure 3.23 
	FTP Port: Usually the port is 21 
	FTP Upload Folder: Make sure that the folder you plan to store images exists. For camera couldn’t create the folder itself. Also, the folder must be erasable.  
	FTP Mode: It supports standard (POST) mode and passive (PASV) mode 
	Upload Image Now: It will upload images when you choose the checkbox. Here Upload Interval refers to the time between the current image and the next image. 
	Click Submit after these settings. Then click Test. You will see the following picture. 
	  
	Figure 3.24 
	If it prompts error information as follows. 
	1) Can not connect to the server. Please check FTP Server is correct or not. 
	2) Network Error. Please try later.  
	3) Server Error. 
	4) Incorrect user or password. Please check the username and password is correct or not. 
	5) Can not access the folder. Please be sure the folder exists and your account is authorized 
	6) Error in PASV mode. Please be sure the server support PASV mode 
	7) Error in PORT mode. PASV mode should be selected if the device is behind a NAT 
	8) Can not upload file. Please be sure your account is authorized 
	Please check if parameters you filled in are correct or not. The format of image is like   00606E8C1930(sarah)_0_20100728114350_25.jpg  
	Please check if your FTP server supports this format of file name 
	3.13 Alarm Service Settings 

	If you enable Motion Detect Armed. It will send mail alerts and upload images when motion trigger.  
	 
	  
	Figure 3.25 
	  
	Figure 3.26 
	If motion trigger after you enable Motion Detect Armed. Alarm Status will turn to Motion Detect Alarm. 
	There are five representation of alarm. 
	1) The light turns red when motion trigger. 
	  
	Figure 3.27 
	2) Plug an earphone or a speaker in the computer; you can hear beep sound when the light turns red. 
	3) The camera will record automatically It will recording for one minute after motion trigger. You can find the recording file in the folder which you set to store alarm record. (Figure 3.3) 
	4) Send mails when motion trigger. 
	If you want to receive images when motion trigger. You need set Mail Service Settings first. (Figure 3.18) Then set motion alarm as follows: 
	 
	  
	Figure 3.28 
	If you want the camera send mails in a special time range, not all the time when motion trigger, but only during the time you wish. You can choose Scheduler and set time range for motion alarm. (Figure 3.30) 
	5) Upload images via FTP server when motion trigger. 
	If you want upload images to FTP server when motion trigger. You need set FTP Service Settings first. (Figure 3.22/3.23) Then set motion alarm as below picture.  
	  
	Figure 3.29 
	There are two ways to alarm. 
	1) Alarm at any time when motion trigger. 
	Don’t choose Scheduler. The camera will alarm at any time when motion trigger. 
	2) Plan to alarm. 
	If you want the camera alarm during the time you set. You need choose Scheduler and set time range. (Figure 3.30) 
	Click left button on the box of time range. It will turn blue. If you want delete it, just click left button on it again. It will turn to gray. 
	 
	  
	Figure 3.30 
	 
	3.14 Upgrade Device Firmware 

	When you upgrade the camera, please upgrade system firmware first and then upgrade Web UI. 
	  
	Figure 3.31 
	Click Browse, choose the correct bin file and then click Submit to upgrade. 
	Don’t shut down the power during upgrade until the IP camera tool finds the camera again. 
	3.15 Backup & Restore Settings 

	If you don’t want to set all parameters that you’ve set already. You can click Submit and all the parameters you set will be store as a parameters bin file next time.And then ,you could get all parameters which you set before when you login it again 
	  
	Figure 3.32 
	 3.16 Restore Factory Settings 

	If you choose restore factory setting. All parameters will return to factory settings. 
	  
	 
	Figure 3.33 
	3.17Reboot Device 

	Here click reboot device is the same as plug the power and re-plug it. 
	3.18 Log 

	Here log record that who access the camera. 
	  
	Figure 3.34 
	3.19 Back 

	Here if you choose back, you will go back to video window. 
	 
	4 APPENDIX 
	4.1 Frequently Asked Questions 

	NOTE: Any questions you would meet, please check Network connections firstly. Check the working status revealed by the indicators on the network server, hub, exchange and network card. If abnormal, check the network connections. 
	4.1.1 I have forgotten the administrator username and/or password 

	To reset the administrator username and password, Press and hold down the RESET BUTTON for 30 seconds. Releasing the reset button, username and password will turn to the factory default administrator username and password. please power on the camera before reset  
	Default administrator username:  admin 
	Default administrator password:  No password 
	4.1.2 Subnet doesn’t match, dbclick to change 

	If IP Camera Tool shows error information “Subnet doesn’t match, dbclick to change!” Please choose Obtain IP from DHCP server. (Figure 2.4) 
	If it still show this error after obtain IP from DHCP server. Please check local area connection of your computer, change subnet, gateway of the camera. Keep them in the same subnet of your computer. (Figure 2.5) 
	4.1.3 No Pictures Problems 

	The video streaming is transmitted by the ActiveX controller. If ActiveX controller isn’t installed correctly you will see no video image. There are two ways to resolve this problem: 
	1) Install “IP Camera Tool”, ActiveX controller is installed simultaneity（recommendable）. (Figure 2.10~Figure 2.12) 
	2) Download ActiveX controller and set the safety property of IE in the PC when you view it first time: IE browser(Tool(Internet Proper(Security(Custom Level(ActiveX control and Plug-ins. Three options of front should be set to be “Enable”, The ActiveX programs read by the computer will be stored. As follows: 
	Enable: Download unsigned ActiveX controls 
	Enable: Initialize and script ActiveX controls not marked as safe 
	Enable: Run ActiveX controls and plu-ins 
	  
	Figure 4.1 
	If you allow the activeX running, but still could not see living video, only a red cross in the center of the video. There is a yellow light in the device status.   
	Not green. Please change another port number to try. Don’t use port 80, use port 85, 8005.etc. 
	 
	  
	Figure 4.2 
	NOTE: Make sure that your firewall or anti-virus software does not block the camera or activeX. If you could not see video, please shut down firewall or anti-virus software to try again. 
	4.1.4 Can’t access IP camera in internet 

	There are some reasons: 
	1 ActiveX controller is not installed correctly (see more details: Figure 2.10~Figure 2.12). 
	2 The port which camera used is blocked by Firewall or Anti-virus software. Please change another port number and try again. (Figure 4.2) 
	3 Port forwarding is not successful (see more details in Quick Installation Guide—How to set DDN Service settings) 
	Double check these settings and make sure they are correct. 
	4.1.5 IP Camera Tool could not find camera’s IP 

	Please check if the camera works well. Check if network cable is loose or not.  
	Make sure DHCP is enabled in your router, don’t enable MAC address filter. 
	Make sure that firewall or anti-virus software does not block the camera. You can add the camera as a trusted site in your firewall or anti-virus software. 
	4.1.6 UPnP always failed 

	UPnP only contains port forwarding in our recent software. Sometimes, it may be failed to do port forwarding automatically because of firewall or anti-virus software. It also has much relation with router’s security settings. So we recommend you do port forwarding manually. You can view your camera in internet successfully after you do port forwarding manually in your router. 
	4.1.7 Couldn’t find the shortcut on desktop after install IP camera tool 

	If you use Windows7 or Vista, You could not find the shortcut on desktop after install the IP camera tool, please check if the path of the tool port to is correct or not. 
	For example, as it was pointing to C:\Windows\System32\IPCamera.exe.  
	Please fix this by pointing the shortcut to the correct path C:\Windows\SysWOW64\IPCamera.exe. After this you could use the shortcut without any problems. 
	4.1.8 I can’t change the record path 

	When you use Windows7 or Vista, you may be not able to change the record path for the security settings of computer. Please add the camera as a trusted site to solve this issue. The step is 
	 IE browser(Tool(Internet Proper(Security(Trusted sites(Sites(Add 
	4.1.9 I can’t find multi-device settings and record icon 

	Record and multi-device function are controlled by activeX controller. 
	So if you use Firefox, Google chrome and safari, it is impossible to use these function.  
	4.1.10 Camera can not connect wireless 

	If your camera could not connect wireless after you set wireless settings and plug out the cable. Please check whether your settings are correct or not. (details: Wireless LAN settings in Quick Installation Guide) 
	Normally, camera can’t connect wireless mainly because of wrong settings. 
	Make sure broadcast your SSID; use the same encryption for router and camera. Share key should not contain special characters, only word and number will be better. Don’t enable MAC address filter. 
	4.1.11 I can’t see other cameras which in multi-device when remote access 

	If you want to view all the cameras in WAN. Make sure that each camera you add in multi-device settings can be logon use DDNS name and port number. Use DDNS domain name to fill in the host checkbox, not camera’s LAN IP. (details: How to add cameras in WAN) 
	4.1.12 Only see black screen or unreasonable code when remote login 

	If you could access the login page in remote place, it indicates that your DDNS settings are correct. You could not see living video but only some undefined characters, it may be the internet speed problems, especially the camera work on Wi-Fi. 
	4.2 Default Parameters 

	Default network Parameters 
	IP address: dynamic obtain 
	Subnet mask: 255.255.255.0 
	Gateway: dynamic obtain 
	DHCP: Disabled 
	DDNS: Disabled 
	Username and password 
	Default administrator username:  admin 
	Default administrator password:  No password 
	4.3 Specifications

	ITEMS
	FI8903W/FI8904W/FI8905W
	Image  Sensor 
	Image Sensor
	High Definition Color CMOS Sensor
	Display Resolution
	640 x 480 Pixels(300k Pixels)
	Lens(03)
	f: 3.6mm or f: 6mm (IR Lens)
	Lens(04)
	f: 3.6mm or f: 6mm (IR Lens)
	Lens(05)
	f: 6mm, or f: 8mm or f:12mm ，F:1.2(IR Lens)
	Mini. Illumination
	0.5Lux
	Lens
	Lens Type
	Glass Lens
	Video
	Image Compression
	MJPEG
	Image Frame Rate
	15fps(VGA),30fps(QVGA)
	Resolution
	640 x 480(VGA), 320 x 240(QVGA)
	Flip Mirror Images
	Vertical / Horizontal
	Light Frequency
	50Hz, 60Hz or Outdoor
	Video Parameters
	Brightness, Contrast
	Communication 
	 
	 
	Ethernet
	One 10/100Mbps RJ-45
	Supported Protocol
	HTTP,FTP,TCP/IP,UDP,SMTP,DHCP,PPPoE,DDNS,UPnP,GPRS
	Wireless Standard
	IEEE 802.11b/g
	Data Rate
	802.11b: 11Mbps(Max.)  802.11g: 54Mbps(Max.)
	Wireless Security
	WEP & WPA & WPA2 Encryption
	Infrared Light(03)
	18 IR LEDs, Night visibility up to 10 meters
	Infrared Light(04)
	24 IR LEDs, Night visibility up to 20 meters
	Infrared Light(05)
	60 IR LEDs, Night visibility up to 30 meters
	Dimension(03)
	135(L) x65(W) x65mm(H)
	Dimension(04)
	140(L) x75(W) x80mm(H)
	Dimension(05)
	245(L)X196(W)X112(H)mm.
	Gross Weight(03)
	1020 g(carton box package)
	Gross Weight(04)
	1150 g(carton box package)
	Gross Weight(05)
	1320 g(carton box package)
	Net Weight(03)
	910g (accessories included)
	Net Weight (04)
	1000g (accessories included)
	Net Weight (05)
	1180g (accessories included)
	Power
	Power Supply
	DC 5V/2.0A (EU,US,AU adapter or other types optional)
	Power Consumption
	5.5 Watts (Max.)
	Environment
	Operate Temper.
	0° ~ 55°C  (32°F ~ 131°F)
	Operating  Humidity
	20% ~ 85% non-condensing
	Storage Temper.
	-10°C ~ 60° (14°F ~ 140°F)
	Storage Humidity
	0% ~ 90% non-condensing
	PC Requirements
	CPU
	2.0GHZ or above 
	Memory Size
	256MB or above 
	Display Card
	64M or above
	Supported OS
	Microsoft Windows 2000/XP/Vista/Windows7/mac
	Browser
	IE 6.0, IE7.0, IE8.0 firefox,goolge chrome,safari or other standard browsers
	Certification
	CE,FCC
	Warranty
	Limited 1-year warranty
	 
	5 OBTAINING TECHNICAL SUPPORT 
	While we hope your experience with the IPCAM network camera is enjoyable and easy to use, you may experience some issues or have questions that this User’s Guide has not answered.  
	Please contact your reseller and ask for help first, if they could not resolve your issue, please contact our company. 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	  


